I see that we have random page crushes appearing at secure.goldquestsofteare.com. There are captured on some videos scenes as I was testing for other functionalities, but to capture specifically for these crushes on purpose is tough. 
I suspect that perhaps the following cases are not addressed properly in the development:
1. Destroying Session, Resetting Sessions, and Unsetting the Variables;
2. Session IDs NOT Embedded in Call Strings or Page Headers and Relying on Cookies Only
3. Not using explicit Memory Management Tools, whether in Server ability like In Apache Configurations or/and with PHP functions too. 
If any of the cases above are in fact properly handles in the codes, please tell us the COMPLETE example File names, Class Names and line numbers in the codes. Explanation of the codes isn’t need. I understand and have ability to decipher PHP and many other programming languages codes. 
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